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ABSTRACT

This academic article aims to present the concept of the development of police information
systems. Royal Thai Police is responsible for controlling crimes committed in Thailand. Police stations
are the default units initiating a data belt of crime. Information management systems by police apply
for criminal investigation, crime prevention and suppression. For reported incidents, if they are either
the criminal case or traffic accident, an interrogation unit must initialize the process. Designing
collection and sharing litigation information in a system involves providing both same operation-
level and policy-level agencies. The exchange of data insight is vital to the police force in the digital
era. POLIS is an information system which was the critical service in the early days. CRIMES is a
continued development came later. The separation of criminal databases from the administrative
parts is a significant turning point in the latter stages' growth. However, organizational data related
to human resources and budget is also required to maintain cross-system links. The future approach
to police station systems focuses on hardware and software optimization. Moreover, the adoption

of artificial intelligence technology to support crime analysis and investigations as consideration.

Keywords : Crime data, Digital policing, Database management, POLIS, CRIMES
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NILALNTNEINT
Futoyagualag Foulosamzguioyanzidou \Foulssvannuanemhesuuazfistusgng
NUIBIUNBUBN I FHANITUVUAMNITUN AoLiled ﬁaﬂﬁaaﬁuawmu?{umuuaz
UsuUsuesgyInssu 1w nedeusiugs
grunILy 01350 Useiudean WWudu
SEUUNUisessu udvaNEsUaIY, Unaiu UEURINADUAIY, 95195, NUUSEIREUY,
Us10U578, 99195, Medu, 9w | wnedu, sUnssuming, aume aidlalsauda
§118MT, NUMANE wagian | Nuatuayulaggens
annlnenssy Talaiuayu atuayuanUngnssuiiuuinis (Service-
LLaﬂLU?{auﬁﬁaga oriented architecture : SOA)
JPUUIRNSgIUYeYa | ORACLE ORACLE
dudnsorld Web application Web application and AJAX

fiun: ForUsausiieu POLIS wag CRIMES (Central Information Technology Center, n.d.)

ansaumAvuszuulasudngItosiuntsTundameg

[V
o

NINLUAARALALIONITHTIVADU F1UNIURITID

Y

wisFldsruuiiueiesiiolunisuimsanisandinadiunssiasnugissy fenisiianni
#15991U38uldAURAU3NNT (point of service :POS) AdNBAUUTUNVBINALENTY Tantan1Tiintif
AvAuguean1sInnsaglumiisnuliaenadesduulovisaindiunats uenmileluanauuins
n3neNsuE udnund nudumuseumutazudestulnuuudududdivsssvumaniailon

Ao o

19U3n15 (Pakdeenarong, 2016) Wntinand3enosusmsdnn1msngnsnanalwiuss@nsnm
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n1svineuvesszuulasud

sUuvumsinuresszuulasudinsuseanidulugadiuauingy Tugavimundsenaulude
auduiin (data entry) a1uduAu (data query) $1uUsn1sdLanNsoldn (e-data services) 1uLTaLiDU
(alarm & alert) LAZITUUTINTINNITIEUU (system management)

foyaiignindrgssuulasudinarnvatssiidumgeivgnssuuagnisiundadundngu
dreapuaiuvesandisslunsiidiuasuuussteyadnguddry liun deyanfiengy deyanunedu
Toyanfas1as wazdoyatonansviey fldnudeasuaiudseneuldsmentdnnuaeuaiu (Foslds) allsuad
waztaflouuszdniu drudeyariesdusufsiuanimuindesmedinslunduiinveuvesaniisady
wihivesihedvaunazdisunuunulunisianisteyaduma daugavnefonisidesleosdeyaniouen
anzidoumugs srumvug 01759u Yseudeay uasdoyadnnansdiu Aunaiiunnuiuinvoundn

vosgudmalulagansaumanailunsiisssnnnsweslediiintunaeniim

D

v

Punaun1siuiuszuulasudisuduanglévinmsidianindenyau sy duius 1dmidii

¥ o

astufinUssdrfudefuudadestu andunuazgniieloudsiesnsudoniinnuasvaiuiiujoanei
(in charge) tlefinNsans1vaziBeaveamnnisal maiesaUszneunsRauazindnguiianeviediya
Mepdsadasenduniniu daushiminanu (supervisor) ¥wihiinsedeunasinmuauusmsduauai
ruszUUlsuiy ety snds aeuming Uszrus dediuau Judu mafiuinseaziBenuazasiaaoy
arunsududunhiivesiiasruasuaudundidunsludni daunisuamndngiunasiagnasyi

Y '

Anazidunihivesheduaulaeiunsivdeyannurasmsiulussuuifeadu nssuiunisdwedoyamanl

' '
= =

Wiguszuuillawwiendvatenudeyaiiilunisandedoya (data pipeline) denalugsineduniaunse

lvAesgrnelureunauvasnuls

390

Y winnuas e Saens
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& oo a3
" tumiaamnedn/iu
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ity FSundadlusfargmaaies }7
e o ’) i Humiaarhada
' - Z
— Sudaiiansiaday
o a Y
- SGanlddaua N — =
!
agddnuad, sinfiu
Aldfusans
]
uiindaya ufindeya wuaru| it
[ ]
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ar T qu 3
zAUd loue < CRIMES uanuasudoia
(d@unang) a3
SEAUUTMS ‘,)
(naavaynNg)
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STAUFINS wfisuAd/grisminnunaudiu
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JagUussuulasudgninlmduszsuundnvesnissuudadeyanfvazimng e 295aunsnsiaaey
ANNATUEIUKATALgNARIgNAMUAlTAEunmnlasuakasaliuniseg1adurnanaiunaisly

= ! a

quiladugiinia (Office of Police Strategy, 2020) angluszuulugiiluganieszuunguiiudes luga

sutiufindeya (data entry) Wuiladdumavinuduansgaildneninnosindirdoya Wndiiduiuns
nsondemnunumuenuasliuinisuazsnivanlndtaffifesidutonm amils upznmadoulm
donsendeyansudrnuazdlduinstusunugniesistuiinasdssuu mntuiulugasudududeys
(data search) Wududdydntunlasihdoyadtufinnudldusslond
lugadaluiieadesiuanuuinisdidnmseiing (e-data services) Fauduniseansisanuluguuuud
panvateTaunung A1919 uargUnn enfaegaty TesuaiRafegy iiUssn adinnsuudame
feanunsautstiiaiegiinialfesnsdasy WeRarsanluneasdeavedugatdmuniandesléidu n)
e ( Statistic Report) awnsadeyasenmusunuuiidmuely ety wine1vgInsTuna
Uszlavad srenuafuindusietu weuniel nsmenunaniuvsmuiiuiidousiand Smin n1e vie
amsaiaussme WWusu Tnesvuuiaunsouanwauusenin wie dsfisnflussuufiuriienans viedenu
fmenulugiludissuuuanddeudeya 1) sutenans ( Form Printing) annsnimvindennuusenouiu
panuutlesufifinslduvunszay 19y A¥esvennedu dmnedu Avedatiosndauusenund

a

MU wUUT189UARgURLMAR313T S189uadd sruuulsesiunisinauluy Web Services %38

9
'

LUU Report Services iitelidoulosuinislugaszuuanudu was ) suuaniasudeya (Data exchange)
ﬁm%’umiLLaﬂLU?{auﬁﬁayjaiﬁuﬂﬁﬂﬁayjaaaﬂmmwwﬁqLLZ%IULﬁ'mﬁﬁ’]ﬁaizuuawuﬁuiuﬂwawﬁq
uannilugaisesiunisihdeyaluzuuuy XML, Text, PDF wag MS Word tusiu

Tugaidierdesiunisudaiion (alarm & alert services) Wumsimuadoulvaendansiuiin
foualnoudsaniusuazaruiseiiuesinu Aansmddgiindusevinmenisiuafiauieig
LazaTasiudndfinudndudesfionssuunisudaiou snfegraunisideudmuadiindsiian
anuRanaelumstuunuufiudeie asensunsnsaaeulsy iamneduiuFesddyveseduai
waziheuuUsiiFessanmneiifdunsudmiesyszrinsfinnud

Tugadarie e uuimsdnmaglduazssuu (data & system management) ludwudlillane
fauaszuvdsiifausnhenussdudesiiiuaninaldluauisguassiuosding msoonuuuszuuing
Anudaendeluszuvansaumadoaiatsaundasiagly siaiu Snsnsdnlday wazdnslunisusuuss
Joyaniuaiiu (Sumritdechkajorn, 2000) s2UUIAN5WIBUNAIUU (backend office) gnuENaBIIUDEN
NN lawn SEUUUIMSansEldny warssuuUITmMsIanTaf

mi‘u%‘miaw%ﬁm%’mzUuﬁy'wmwgﬂﬂ%ﬁwLLazﬁmummmm%qLL&J“{JWEJUizmmLaaLmU
(LDAP serven) dmiudumuaziFonlddoyaniii lUsunsuszuuay in3esnenfinnosusiinouazgniie

gunsal wagld welvin1sdnasiminensaenndestuninilun1suURnuase inseulviguoanayil

I
A

aunielaluslamea (protocol) 13971 Lightweight Directory Access Protocol Iaadiaa1udnfieysie
nsmuAuNssenduAudeyatiniaiesgninelinisduiunisduliedrsivsz@niamuasiunsause

NSNYINTUDITEUULALLATOUNY
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drusvuvgesnddglaun seuvdrseauasiionAudaya (Backup/Restore/Archive), 58 UU41Y

<
1%

Foassn1s3enldfvenvivasiiaiiidu Operating uaz Systerm Software, s¥uudaifiunarnsIvaeauUsein
nshauvedldsyuuau (Audit Trail/Logging) wayszuuUdmsiansdenleuazihfnanuneufinnes
an¥1e (Client Management and Monitoring) svuumanigausildnsusmsinnsudsdhudulyegng
AuAazaanAnoiiUTngUIEaIRvedlaTINTRILIWALLLaEa SAUYAT090IANS
naudldnuszuulasudianunainnanglaeneneudnlidenndesiulasaaininisvineuaiaves
anfinsuazniledadudyy nquildanudseneulusie 1) laleuad 2) wilnaugeuaiu 3) Hantau
douaiu 4) nthaanil 5) MRTNMNBNUADUAIU 6) TNUNINUEUAIUABUAIUTEAUTINIA 7) To9Wni
wiheudnin 8) sesmtmitenudwiaiiisiuraevaiu 9) Wntviienudmia 10) wnd
whenudariafisnunesiuneaauaiy 1) sewfmtimihenuseiunia 12) Fnihvihenusgduna 13)

v v

dheussinanatoya 14) deuseifenveyns uay 15) WmthnduAudeya

anUnenssuvasszuulasud
dlefinrsandundesnsufinnesiazgunsaisenisludinvesnainirdeyaiinnsensefuuay
viuasoiileliaensunisantinenssuvesssuulunmsnuazanusiunsaonsis esesaeuiumesinesiia
\Juwuy Thin Client Fsivurnidnasunazannisasyusiuaiiauaiidignine Tnedsunndunsly
ningrnsndnvedaIosutineuny ndosdenmuvuindetuiniosaeufinmesgnitnldlunising
foyanimarsyanaiiunfaselduinig daunsBusuimnuiadivifuasUsssrsuiuazdeatinngld
tnsusermilumsnsvaeudoyannsdidnmseiing uenanduluviswsisfinssnseduuinisnniude
miam&gqqﬂﬂiaiaqmaﬁa%amuﬁ%ﬁa 19U Digital Signature Pad
weluladnoufinmefladeulsitmnsiunumluniseenuuuiniesresfiumesdmiugldauves
p3AnsNAgIRaNaAASy Wuiedussuulasudgnainsssuuiadesgnanelsesiumaluladiadouusidy
ADUTLABIYNTNBUUUNTEEMINEINS (Thin Client Technology) sUUVEYIHgnaneddnenwfinswe
fennsinwinisilensefuwidng Ussianvesneufinnefiafioufidiefuarudnuas laun wenndindu
wailew (application virtualization) 1a3eneufiumediaiiounasuitisaiion (Chunpan, 2018) V'T’aﬁ%uaaui
fuTngussasAanisiilylden
mynsszuuiaieteresiameslussdnsinalfiAnauduafodudidudeninenuiidedd
Rusuuszanaannidenslunsdiiufanssuvededdns Lewis (2013) Anwiszuuiaiiouvaamiigay
A53aluanszowsng nan1sfinwinuitnisussanarawuuaaInin U UAnud e saumnavededans
meflinsldanurugniranuunszans (Thin Client) Iidusgied szuuiaiioutisannszveadminiise
nsthasufamesdmialdnu Sslunidudananutnaves)ldieyssaninmusaeios iofansan
szuulasuddeussiufefunuinadognieuuuiaiouldgninsslussdldmuusiariiovosand g4

anunsonndlasienisdaivdennuuazdedadiveniunissgniidsieliudvievesaniineudwolUusiang

drunane sunuumsaniunisiaieanudideiiedenisuiuusadeyauussuu LiewinaTegnien
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YY) 1

amzidoududutudunansliudansdniunisldvinduy duuidiefiaodlduvstiundneinsduns
Uszananalvifuiaiesgnansetnamanya

Frumsthssinwigunsal imihiivszsiandmsansldfumstindunisquainussuuidesiu
gUnsainewfiumesazdinisfintouandianiaias (serial number) waztauuiia(MAC address) wiauiassy
vaneiagled (P address) ilenuanuiigaiiniueninnsuiorerinisdesiinisuiavgdatesiiuing
doasvidolnsdmiilugiduusn mmfudunsmemuanugriiuszuuianmuudly frusuaiosssan
annsaudsvadanaiiioudsdouusuuazildsuorind Wedszuvlasudiszuuihiamuaindiunans

pasanalaefivsenneusnduisumunlunismuauguasaznsingesnyIviassuy

LUININRIUITZUUEAI DA L UaUIAR

sruumaluladansaumavesd1dnaud i Alinsiauiegsailosaivaudagiu

a1usaudianguaudrfggeanainiueg1adaian nsuennisvintnuniassszuulviianudaiauluse iy

o v v a

dndteyafiendanud1Anysenin sruulndaininiguass uuuUINITU0IBIANTHATIIUATIATHD

=>4

sesfumssesenlulufudunuuianzinnzas diussuulasudgnitmunlassairsteyalisessunisuims
IAN1INITTULIUNAUAL ARANNVBIANTH5ID LLmWNLL&JﬂizUULﬁuﬁﬁaqﬁWQaﬂuLﬁﬁﬂmﬁuqﬂmﬂmﬂizé’u
nsEenenruiIusEUUUIMSTANIsasArNg (knowledge management) Wudsiiduimsynsesu
Fougainiduns dudenudsiimunzaufonisiunaluladnisisounisasuszerlna (distant learming)
utheduirdeulssansnmvesidmadudsimsiasanlunzdagiu
nsmuisruulasudalsiiinanuaenadeiuiud13gafdva (disital policing) RBETRTEY
UsgAnsnmveminensdueniawisvesssuvuidudsdfydusuusn enfegiadununisinniaies
Aeufiumoigniteiulminfiusansnmganmaununazdnassludsaandinanagmirsnugauinng
Thuszma vaziRertuniesstiedidusdeddiunssnnselisesiuimnaunsitriuazonliteya
wisuiululsunaumaanagadeiuAsius N Tresan I tunsRuTwnvey
nsfinilsddunishadlinainmaisdudianuiuaioninisasnefiodoiuuiunszauuas
Unmdidnnsedngd uazsruunsdumuuudaeiesiidygussdviidiundislunseaeaziansa
mMsfmanmih sudimslesgivssnaranmlngannglunhvesnnyanafinszdanszanglugmans
szuvuliannsanadeukazLaninaauadtsadsliuiudnnniy maluladnisdouieinios
(Machine Leaming) maslasumnudenlunisimuilutnanisliuinisuuusalud@ n1suszuiana
AWI53IUTA (Natural Language Processing) annsnthundinsgsiuagyiunsanudelossevinedeyad
Fofvlunuudeniwefinginisaing sunssamindau dvivesauire Wusu Sndruvilsienisuszina
AW (Image Processing) fianunsasinmnadsgunmdruiunmmenaiiegluszuulasuduniiaszsiuazm
anudenlosfusndnualiiluynna daves LLasamuﬁé’uLﬂmﬁUmamsuﬁy’miiumehﬂfu uanIINTY
nsWagansisaludinveslduinisnaussrvuiiannsonsaae uinaumsemieuiiieadestusy

TenuszuuATavNedumasinwaz luutswannaltud uaiinduLal lunanauseine
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9nfinanludsiufuuuimanisdesennuannsnvesszuulasudlusssrdunarsranans
idefinnsanluszezeniudy msnaunudaairsaudUsyananaasaumadises (disaster recovery centre)
Huassuduegds Wensldmuiuluvanenmssuietoyaiuniusrsvhuiiudmalinisuimsdans
amwLL'mé’amaa'ﬁwumaiuﬁﬁzﬁﬁﬁﬁﬂiuﬂaﬁ;ﬁ’ulﬂawLﬁm‘waﬁiamméfmmumzm’mmmi’q
mnuvaenfsvestoyald msfiarsanensefunsTiuinmsiduguiteyaruinlng (data centre) WuiFosd
Tndidunegadaiies uenantunisianmsesdrudidudeiidrdyuinduiu Wosnuszaunisaiuas
anufanmsdadliluiiypansiueniaiuliannsacevenuasSoukssionuedd anududuse
nsflsguudenaiFoueeuladfuiidoniesdnsumauiassduriuazunusissasulunisinw

dunimgndunnudnduandszaunisalauluesdnsaaneunt

d3d

q

@ o

szuumaluladarsaumaiianudnduedisddunisavaueivginssuludipudina 1519
Juduseslsulpssuugudeyalifianuiuadeundidnuanuduasasndelinaonial nsuwuuenau

UIMSMSNEINT uUsnsUsEIvy wavuafaulieenainiuduuinisignies nisudsduuas

£ ' ¥ =

Weulosthuszuunududnmadeniivunzausenisanainudideuresdeyaivnd usayszuugiudeyadl
awmuiLana1aiy nsdnngussuunulidenndesuazinnudonlesiududaivilideyavesesdinsiin

anuadeslunaniUdsuiasiinUsglevdionmailuldluynseduvedlasiasieesdns

[

d1nauisuiif duesdnsvualngfinine1nsuARANINERALAY N1TUIUITBIANTAIEY

'
a1

szuuwalulagansaunadudsiigaeilinisamuvessguialunisdnasssutssananduluegeduauas

o =¢ 1

Ardefsusglevivesdlduinismduniadszavunazdiay Jayasivgyinssuiliinainnissunduneed

Y

Aelin1saruAngualagisla wldunis Aa SuiueIvsenTenseRsITNaziigulayaiieItesiy

nazvhAnliudanenu wisiussvesmadeyaevgnssusuanaa dinvauenaradeslunuaaniu

! v =

ayaluaudunszuiumsefisssy nMsujifdeyatnarsieusnistuiin dafiu aseaeu Senld dudu

U 9

it
Y
il

'
a0 w (3 aa o k4

N5 uwaznisdseandeyadiuduisasiuarsaunafidrfyvesesdnseniina d15rasnlused

£

£

nmsaszuumeluladasaumailiingsgiu msmuaunsdifuedddoudoyaidudsidedinuddy
Fausn1eNUUUTEUY

szuulndaduszuuminlunisguadeyan vy InTsuiuuATUNeS Win1sAIUTINUYna1ulily
szuugdssalviszuuindadivwinlng dnougndeyaiiinnds 26 grudumssauininnnideysainsi
anndfesthidrdoyayniy ssuulasudiaiaturmaununihiissuueuniemig nugldnugninnduaa
ANUFRAARaIvaImINUITsiunulussuatsauma ssuulasudlasunisneusuaingldanuedid
druniainainnisananusdouresnuuss i iiludauinsdnoonaineuaiuuududs uddang

AyainsalunsuusukaniUagudeyamunineinsynaaliened
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v
UVBLAUDLUS

nsdanisesdnuidududaiviimessdnsinsnineuegiweiier narenelssuiIui WUl
N13aRsinaBIgNluAUNITIITEULLNUNEN (back bone) AulAsstiemaAlulagansaunALaNISaoas

[
a = 1Y

Ya309AnTinTuulnenasn Jagiuanidnenssuwuunsearegquiidudiaziioufisnisdnnisiuliedu

o
aa v a a !

gadipuRIianuIunnadilunisnearvyInssuaegMeldnsusstanadeyaseAuunain Ay

]

mssnwesiauininanuszaunisaivesdldeuludegiulugesddy esnsdeasefiansansenwuy

szutlunisdniiadausaiiosesunisidsundasdusuian Welangsfamduimunlugesdnsfdviauuy

Jgauseivg wiisaudisalugiugesansniasgiifinineinsaudiuuummadndudosuududuiu

¥y
a

sEUUTBvgy (expert system) iunsiunaluladdygussivgundislunssussesdauiig
Jaiudunuuununazuuunszasludnuardafnduuszaunisalvesinyana ssUuileiviydaaieras
PemdnouiunsruumnTgiwazinaulanuiniumsisouslusinuazihiaussensuidusidentu
nssindulafifiFaiiietunsavn fMenszuaunsdeieseiiiussuuivilndmifiss sl foaluauds

£

Fusmsszauuleueiideyaiismeuaziimadenlunisdndulanananundesionsgadensneinsasla
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