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บทคัดยอ 

วัตถุประสงค: เพ่ือพัฒนาระบบเว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพออนไลนในการใชเปน

เครื่องมือชวยลดปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลน และประเมินความพึงพอใจตอระบบ

เว็บไซตฉลาดโอน 

วิธีการศึกษา: การวิจัยครั้งนี้ไดนําขั้นตอน SDLC แบบ Waterfall model มาใชในการพัฒนาระบบ กลุม

ตัวอยางที่ทดลองใชระบบเว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพออนไลนในการใชเปนเครื่องมือ

ชวยลดปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลนในการวิจัยครั้งนี้ คือ ผูใชงานจริงจํานวน 72 คน 

ขอคนพบ: ผลการวิจัยพบวาระบบที่ไดพัฒนาขึ้นสามารถใชงานไดจริงและสามารถตรวจสอบมิจฉาชีพกอน

โอนไดจริงโดยตรวจสอบชื่อบัญชีธนาคาร เลขที่บัญชีธนาคาร/พรอมเพย/ทรูวอลเล็ต SMS หรือเบอรโทร                 

อีกทั้งระบบยังชวยใหสามารถแจงชื่อคนโกงไดจริงรวมไปถึงมีระบบฟงกชันในการชวยตรวจสอบและชวย

รวบรวมหลักฐานชวยใหผูเสียหายมีขอมูลท่ีถูกตอง ครบถวน พรอมสําหรับการแจงความดําเนินคดี และจาก

การใชงานระบบ กลุมตัวอยาง 72 คน มีความพึงพอใจตอภาพรวมระบบโดยรวมอยูในระดับมาก (𝑥̅ = 4.14, 

S.D. = 1.01) 
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การประยุกตใชจากการศึกษานี้: เว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพออนไลนในครั้งนี้ เปน

เครื่องมือหนึ่งที่จะชวยลดอาชญากรรมออนไลนได เนื่องจากในระบบนี้มีฟงกชันท่ีทําใหผูซื้อสามารถตรวจสอบ

ขอมูลผูขายหรือผูรับโอนเงินที่เคยมีผูแจงประวัติฉอโกงได นอกจากนี้ยังมีระบบที่ชวยในการรวบรวมเอกสาร

หลักฐานที่ใชในการดําเนินคดี ทําใหประหยัดเวลาในการแจงความดําเนินคดี 

คําสําคัญ: เว็บไซต ฉลาดโอน ฐานขอมูล มิจฉาชีพออนไลน หลอกลวง ฉอโกง 

 

Abstract 

Purpose: To develop a chaladohn website system and create a database of recorded 

scammer to use as a tool to help reduce against deceptions and frauds and assess your 

satisfaction with chaladohn website system. 

Methodology: This research applied the SDLC method of Waterfall model to develop the 

system. An example group to test chaladohn website system and create a scammer database 

system to use as a tool to reduce deception and fraud from scammers: this research has 72 

active and real users. 

Findings: The results of the research show that the developed system is practical and able 

to detect scammers before actually transferring, via checking bank’s account name, banks 

account number, PromptPay, True Wallet, SMS, and phone number. The system also clarifies 

the identity of the scammers as legit or non-legit, as well as having a function system to help 

examine and collect evidence. This helps the victim to have more accurate and complete 

information, and be ready for litigation. From using the system for a sample of 72 people, 

there was a high level of satisfaction (𝑥̅ = 4.14, S.D. = 1.01). 

Applications of this study: Chaladohn website and its scammers database system is a tool 

to help reduce the number of online crimes. Since in this system, there is a function that 

allows the online shopper to check the information of the online seller or the money 

transferee who has previously reported fraud. There is also a system that helps in collecting 

documentary evidence used in litigation. This saves time for litigation. 

Keywords: Website, Chaladohn, Database, Online Scammers, Fraud, Scams 
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1. บทนํา 

 ดวยความกาวหนาของเทคโนโลยีการสื่อสารและเทคโนโลยีอินเทอรเน็ต ผูใชที่ตองการทําธุรกรรม

ทางการเงินโดยผานธนาคารไมจําเปนตองเดินทางไปยังธนาคารพาณิชยในเวลาทําการปกติ เชน การโอนเงิน

ระหวางบัญชีของบุคคลหนึ่งไปยังอีกบุคคลหนึ่ง ชําระคาบริการตาง ๆ หรือตรวจสอบยอดเงินอีกตอไป เพราะ

ผูใชบริการสามารถเขาถึงบริการเหลานั้นผานเครือขายอินเทอรเน็ตหรือผานแอปพลิเคชันของธนาคารที่ติดตั้ง

บนสมารตโฟนจากจุดใดและเวลาใดก็ได ทําใหธุรกรรมออนไลนในประเทศไทยเติบโตขึ้นเปนอยางมาก                    

และมีแนวโนมเติบโตข้ึนอยางตอเนื่องดวย สอดคลองกับรายงานสถิติของธนาคารแหงประเทศไทย ตั้งแตป 

2553 เปนตนมา ธุรกรรมการชําระเงินผานบริการ Mobile Banking ไดรับความนิยมเพ่ิมขึ้นอยางตอเนื่อง 

(Bank of Thailand, 2021) ธุรกรรมออนไลนชวยใหทุกคนสามารถเปนผูซื้อและผูขายไดงาย ผานการ

ติดตอสื่อสารกันผานสื่อสังคมออนไลนตาง ๆ หรือผานแพลตฟอรมซื้อขายสินคาออนไลนตาง ๆ นอกจาก               

การซื้อขายสินคาออนไลนทั่วไปแลว ยังมีการสั่งซื้อสินคาแบบจายเงินลวงหนาหรือพรีออรเดอร (Pre-order) 

การสมัครขอเงินกูดอกเบี้ยต่ํา และการทําธุรกรรมอ่ืน ๆ จากรายงานของเฟซบุกระบุวา พ.ศ. 2562 ประเทศ

ไทยเปนประเทศอันดับหนึ่ง ในดานการรับรูและการใชแชทออนไลนเพ่ือการซื้อสินคาผานแพลตฟอรมซื้อขาย

สินคาออนไลน สอดคลองกับการเปดเผยของบัตรเครดิตวีซา (VISA) ที่ระบุวา ประเทศไทยเปนประเทศอันดับ

หนึ่งในดานการใชจายผานโทรศัพทเคลื่อนท่ีในชวงกลางป พ.ศ. 2562 และรายงานเมื่อเดือนมกราคม                     

พ.ศ. 2562 (Datareportal, 2020; Gimme, 2019; Nalisa, 2019) ผนวกกับสถานการณการระบาดของเชื้อ

ไวรัสโคโรนาสายพันธุใหม (COVID-19) จึงมีผลทําใหธุรกรรมออนไลน ซึ่งครอบคลุมถึงการสั่งซื้อสินคาตาง ๆ 

ทั้งแบบแบบโอนเงินชําระคาสินคาปกติและแบบจายเงินลวงหนา ไมเวนแมแตอาหาร ผานสื่อสังคมออนไลน

และแอปพลิเคชันตาง ๆ เติบโตขึ้นเปนอยางมากเชนกัน 

 ถึ งแมว าความกาวหนาทางเทคโนโลยีสารสนเทศและการสื่อสารโทรคมนาคมจะชวยเพิ่ม                                 

ความสะดวกสบายใหกับผูใชบริการ แตก็แฝงไปดวยภัยคุกคามจากผูไมประสงคดีที่อาศัยชองโหว ทั้งจากคน 

ระบบ และกระบวนการ ตลอดจนขอกฎหมายที่ยังมีจุดออน และตองการการพัฒนาใหเทาทันเทคโนโลยีที่

พัฒนาไปอยางรวดเร็ว กลายเปนชองทางใหมิจฉาชีพแอบแฝงเขามาหาผลประโยชนดวยกลโกงรูปแบบตาง ๆ 

โดยใชการเปลี่ยนเลขหมายโทรศัพทมือถือที่เปนแบบเติมเงินไปเรื่อย ๆ และใชเครือขายอินเทอรเน็ตสาธารณะ

เปนเครื่องมือหลักในการกระทําความผิดเพ่ือหลอกเหยื่อซึ่งอาจเปนผูซื้อหรือผูขายที่ไมไดทําการตรวจสอบ

ตัวตนจริงของบุคคลที่ทําธุรกรรมดวยอยางละเอียดถี่ถวน ทําใหมิจฉาชีพใชชองโหวดังกลาว สรางความ

เสียหายใหกับผูใชบริการ โดยอาศัยปจจัยหลักคือ การที่ผูเสียหายไมสามารถที่จะหาหลักฐาน หรือดําเนินการ

เอาผิดไดโดยงาย อาทิเชน การสั่งซื้อสินคาออนไลนแลวไมนําสงสินคาใหกับผูซื้อ การสั่งสินคาแบบจายเงิน

ลวงหนาแลวไมสงสิงคา การเสียคาธรรมเนียมการสมัครขอกูยืมเงินดอกเบี้ยต่ําโดยที่ไมมีการปลอยกูจริง การ

ซื้อขายของระหวางบุคคลกับบุคคลที่ไมไดผานเว็บไซตที่ตรวจสอบความมีตัวตนตามเว็บประกาศขาย หรือทาง

สื่อสังคมออนไลน Facebook , Instagram หรือ LINE การแฮกเขาบัญชี Facebook หรือ LINE ของบุคคลอื่น 

และหลอกใหบุคคลอ่ืนโอนเงิน หรือการทําธุรกรรมอ่ืน ๆ ทางออนไลน ซึ่งมิจฉาชีพออนไลนมักจะมีกลโกงแอบ

แฝงอยูในรูปแบบตาง ๆ ทําใหผูซื้อและผูขายไมไดตรวจสอบตัวตนจริงของบุคคลที่ทําธุรกรรมอยางละเอียดถี่



Journal of Information Science, Volume, 41 Issue 3 (July – September 2023) 35 of 47 
 

 

ถวน ซึ่งแมในความเปนจริงทางผูเสียหายจะมีหลักฐานเบื้องตน เชน ชื่อบัญชีธนาคาร สลิปการโอนเงินไปยัง

มิจฉาชีพ หรือตัวแทนของมิจฉาชีพ และเบอรโทรศัพทมือถือที่ใชติดตอกัน แตก็ไมสามารถดําเนินคดีเอาผิดได

โดยงาย เนื่องจากการเปลี่ยนเลขหมายโทรศัพทมือถือที่เปนแบบเติมเงินไปเรื่อย ๆ และเปนคดีความที่มีมูลคา

ความเสียหายนอย ทําใหผูเสียหายไมอยากเสียเวลาในการแจงความดําเนินคดี ทั้งที่มิจฉาชีพเหลานี้ไดกระทํา

ความผิดในรูปแบบเดียวกันกับผูเสียหายเปนจํานวนมาก และมีมูลคารวมเปนจํานวนมากแตไมถูกดําเนินคด ี

 ดวยเหตุนี้ คณะผูวิจัยจึงคิดคนและพัฒนาระบบเว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพ

ออนไลนข้ึน เพ่ือใชเปนเครื่องมือชวยลดปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลน ซึ่งระบบ

เว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพออนไลนมีฟงกชันที่ทําใหผูซื้อสามารถตรวจสอบขอมูล

ผูขายหรือผูรับโอนเงินท่ีเคยมีผูแจงประวัติฉอโกงได นอกจากนี้ ยังมีระบบที่ชวยในการรวบรวมเอกสาร

หลักฐานท่ีใชในการดําเนินคดี ทําใหประหยัดเวลาในการติดตอเจาหนาท่ีตํารวจเพ่ือแจงความดําเนินคดีทําให

เจาหนาที่ตํารวจสามารถนําขอมูลไปขยายผลและนําไปสูการจับกุมไดอยางรวดเร็ว 

 

2. วัตถุประสงค 

 1) เพ่ือพัฒนาระบบเว็บไซตฉลาดโอนและฐานขอมูลมิจฉาชีพออนไลน เพ่ือชวยลดปญหาการหลอกลวง 

การฉอโกง จากมิจฉาชีพออนไลน  

 2) เพ่ือประเมินความพึงพอใจของผูใชตอระบบเว็บไซตฉลาดโอน 

 

3. วิธีการศึกษา 

 การวิจัยการพัฒนาระบบเว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพออนไลน เพ่ือชวยลด

ปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลน แบงการทํางานวิจัยเปน 2 ระยะ ไดแก ระยะที่ 1 การ

พัฒนาระบบเว็บไซตฉลาดโอนและฐานขอมูลมิจฉาชีพออนไลน ระยะที่ 2 การประเมินความพึงพอใจตอระบบ

เว็บไซตฉลาดโอนและฐานขอมูลมิจฉาชีพออนไลน โดยมีรายละเอียดดังนี ้

 ระยะท่ี 1 การพัฒนาระบบเว็บไซตฉลาดโอนและฐานขอมูลมิจฉาชีพออนไลน โดยนําข้ันตอน SDLC 

แบบ Waterfall model มาใชในการพัฒนาระบบ 6 ขั้นตอน (Rmonlineservices, 2021) ซึ่งจะทํางานแบบ

ชั้นบนสุดลงมาชั้นลางสุด ดังรายละเอียดดานลาง 

 ขั้นตอนท่ี 1 เปนขั้นตอนในการศึกษาขอมูล เก็บขอมูลความตองการ (Requirement) ที่เก่ียวของเพื่อ

พัฒนาระบบ จากนั้นนํามาวิเคราะหความตองการเพ่ือใชเปนขอมูลในการพัฒนาระบบ (Requirement 

Specification) โดยในงานวิจัยนี้ไดมีการศึกษาและวิเคราะหขอมูลดังนี ้

 1) ศึกษาประเภทของการฉอโกง  

  ในปจจุบันสภาพสังคมมีความสลับซับซอนมาก อาชญากรรมประเภทฉอโกงมีความสลับซับซอน

มากขึ้นตามไปดวย ถึงแมวาการฉอโกงในบางรูปแบบอาจจะมีลักษณะคลายคลึงกันกับที่เคยปรากฏในอดีต  

แตการสรางเครือขายองคกรอาชญากรรม หรือนําเทคโนโลยีสารสนเทศมาใชในการฉอโกง ทําใหมีประชาชนที่

ไมรูเทาทัน หลงเชื่อและตกเปนผูถูกหลอกมากขึ้น กอความเสียหายอยางมากทั้งแกตัวบุคคล ชุมชน และ
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ประเทศชาติ สําหรับรูปแบบการฉอโกงในยุคปจจุบันสามารถประมวลได 8 รูปแบบ ดังตอไปนี้ (Aswinanan, 

2022) 1) การฉอโกงโดยหลอกลวงใหรวมลงทุนในลักษณะแชรลูกโซ 2) การฉอโกงโดยหลอกลวงใหทํารายการ

ที่ตูเอทีเอ็ม 3) การฉอโกงโดยสงอีเมลมาทําความรูจักคุนเคยและหลอกลวงใหโอนเงินเขาบัญชี 4) การฉอโกง

โดยปลอมตัวและปลอมที่อยูอีเมลมาหลอกลวงใหโอนเงินผิดบัญชี 5) การฉอโกงโดยอางการรักษาพยาบาลมา

หลอกลวงเอาเงิน 6) การฉอโกงโดยอางการเรี่ยไรเงินไปชวยเหลือทางราชการหรือผูดอยโอกาส 7) การฉอโกง

โดยใชศาสนาเปนเครื่องมือในการหลอกลวง และ 8) การฉอโกงโดยอางวาเปนเจาหนาที่ในกระบวนการ

ยุติธรรมและหลอกลวงเอาเงิน และสําหรับกรณขีองการฉอโกง ที่เปนการฉอโกงออนไลน ผานทาง Facebook 

Line Instagram เปนตน สามารถแบงออกเปน 5 รูปแบบ ดังนี้ (CSD, 2018; ETDA, 2020)  1) การหลอกลวง

ขายสินคาในรูปแบบตาง ๆ โดยมีเจตนาทุจริตที่จะไมขายสินคา หรือไมมีสินคาอยูจริง โดยนําภาพสินคาของ          

คนอ่ืนมาลงโพสตเพื่อขายใหเหยื่อหลงเชื่อ 2) การหลอกลวงขายสินคาที่ลงโพสตไววาเปนของแทแตสงสินคาที่

เปนของเลียนแบบหรือของปลอมหรือของคนละประเภทกับที่โพสตขาย 3) การหลอกลวงวาจะใหกูยืมเงินใน

อัตราดอกเบี้ยต่ํา โดยใหผูเสียหาย โอนเงินคาธรรมเนียม หรือคาดอกเบี้ยงวดแรก หรือคามัดจํา เปนตน                     

4) การหลอกลวงดวยการตีสนิทเขามาจีบ (สวนใหญใชรูปโปรไฟล ชาวตางชาติหนาตาด ีสวย เทห) และหลอก

วาจะสงของมาให จากนั้นจะมีผูรวมขบวนการโทรมาติดตอหลอกวาเปนพนักงานบริษัทขนสงใหโอน

คาธรรมเนียมเพื่อดําเนินการนําพัสดุออกจากดานศุลกากร โดยสวนมากจะอางวามีเงินสดจํานวนมากอยูใน

พัสดุดังกลาว 5) การหลอกลวงดวยการแฮกขอมูลสื่อสังคมออนไลนของผูอ่ืน โดยที่เจาของขอมูลไมไดอนุญาต 

และทําการหลอกลวงขอยืมเงินจากผูอ่ืนที่เก่ียวของกับสื่อสังคมออนไลนนั้น ๆ 

 
ภาพที่ 1 กรณีตัวอยางหลอกใหโอนเงินคาสินคาลวงหนา 
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 2) การศกึษาชองทางการรับแจงเหตุในปจจุบัน 

  กรณีที่ถูกมิจฉาชีพทําการฉอโกงผานชองทางออนไลน ผูเสียหายสามารถเขาแจงความเพื่อ

ดําเนินคดีกับผูขายที่ฉอโกงได โดยชองทางในการรับแจงเหตุที่เกิดจากการฉอโกงออนไลน มีดังนี้ 1) เว็บไซต 

Blacklistseller ชองทางนี้จะเปนการแจงเตือนผูซื้อสินคาออนไลน โดยรวบรวมขอมูลผูที่ไดรับความเดือดรอน

จากการซื้อสินคาออนไลน หรือการโอนเงินผาน E-Banking เขามาแจงรายละเอียดใหผูอ่ืน ถือเปนเวบ็ไซตที่มี

ขอมูลจากผูเสียหายมากที่สุด 2) สถานีตํารวจ ใชแจงความรองทุกขตอพนักงานสอบสวน สําหรับผูเสียหายที่

ตองการเอาผิดกับผูตองหา 3) กองบังคับการปราบปรามการกระทําความผิดเก่ียวกับอาชญากรรมทาง

เทคโนโลยี (TCSD) เปนหนวยงานสําหรับสืบสวนสอบสวน ปองกันและปราบปรามการกระทําความผิดเก่ียวกับ

อาชญากรรมทางเทคโนโลยี 4) ศูนยรับเรื่องรองเรียนปญหาออนไลน 1212 OCC เปนอีกชองทางหนึ่งสําหรับ

การรับเรื่องรองเรียน ดําเนินการภายใตโครงการขับเคลื่อนเศรษฐกิจและสังคมดิจิทัล ที่กระทรวงดิจิทัลเพ่ือ

เศรษฐกิจและสังคม มอบหมายใหสํานักงานพัฒนาธุรกรรมทางอิเล็กทรอนิกส มีเปาหมายสําหรับรับเรื่อง

รองเรียนปญหาที่เกิดจากการซื้อขายทางออนไลน รวมถึงการกระทําความผิดตามพระราชบัญญัติวาดวยการ

กระทําความผิดเก่ียวกับคอมพิวเตอร สามารถแจงไดหลายชองทาง เชน โทรศัพท เว็บไซต อีเมล ขอความ 

 3) การทบทวนวรรณกรรมในประเทศท่ีเก่ียวของ 

  จากการทบทวนวรรณกรรมในประเทศที่เก่ียวของ ที่ไดจากการสืบคนในฐานขอมูล Thai 

Journals Online (ThaiJO) ซึ่งเปนระบบฐานขอมูลวารสารอิเล็กทรอนิกสกลางของประเทศไทย ท่ีเปนแหลง

รวมวารสารวิชาการท่ีผลิตในประเทศไทยทุกสาขาวิชา ทั้งสาขาวิทยาศาสตร/เทคโนโลยี และมนุษยศาสตรและ

สังคมศาสตร ThaiJO ดวยการคนหาจากคําสําคัญ เชน มิจฉาชีพออนไลน โกงออนไลน เปนตน ซึ่งพบบทความ

วิจัยท่ีเก่ียวของ ดังตอไปนี้ 

  Stabundamrongrajanubhab (2018) ไดศึกษารูปแบบหรือพฤติกรรมการหลอกลวง                       

ในประเด็นตาง ๆ ปจจุบัน ซึ่งจากการศึกษาพบวารูปแบบประเด็นในการหลอกลวงออนไลนมีดังนี้                           

1) การฉอโกงหลอกลวงใหรวมลงทุนในลักษณะแชรลูกโซ 2) การฉอโกงโดยหลอกลวงใหทํารายการผานตู

เอทีเอ็ม 3) การฉอโกงโดยใชศาสนาเปนเครื่องมือหลอกลวงประชาชน 4) การถูกหลอกลวงจากตัวแทนประกัน

ชีวิตหลอกใหทําประกันผานโทรศัพท 5) การถูกหลอกลวงจากการใหบริการหวยออนไลนหลอกลวงผาน

เว็บไซต 6) การฉอโกงโดยอางวาเปนเจาหนาที่ในกระบวนการยุติธรรมและหลอกลวงเอาเงินโดยอางวาเพ่ือ

ชวยเหลือทางคดีความ 7) การฉอโกงทาง เฟสบุก มาทําความรูจักคุนเคยและหลอกลวงใหโอนเงินเขาบัญชี                 

8) กลโกงการทุจริตจากการซื้อ–ขายที่ดิน การสวมรอยตาง ๆ 9) การหลอกลวงวาจะฝากใหเขารับราชการ 

  Srijaem & Kraiwanit (2019) ไดทําการวิจัยเก่ียวกับปจจัยของกลโกงในการทําธุรกรรมทางการ

เงินในยุคดิจิทัล พบวารูปแบบกลโกงทุกธุรกรรมการเงิน มีดังนี้ 1) การถูกแอบอาง 2) การสั่งสินคาแบบ

ออนไลน 3) การหลอกใหรางวัล 4) การหลอกอาชีพเสริมออนไลน 5) การหลอกเรียกเก็บเงิน 6) การหลอกลวง

ใหบริจาค จากการวิเคราะหขอมูลที่ไดจากแบบสอบถามออนไลน จํานวน 745 ชุด โดยทดสอบความสัมพันธ
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ของตัวแปรดวยสถิติ Analysis of Variance (ANOVA) พบวาผูตอบแบบสอบถามสวนใหญถูกมิจฉาชีพ                 

แอบอาง จํานวน 745 คน สูญเงินเฉลี่ย 731 บาท รองลงมาคือเสียหายจากการสั่งสินคาจํานวน 744 คน สูญ

เงินเฉลี่ย 895 บาท ตอมาคือเสียหายจากรางวัลจํานวน 743 คน สูญเงินเฉลี่ย 814 บาท เสียหายจากการ

หลอกอาชีพจํานวน 743 คน สูญเงนิเฉลี่ย 1,154 บาท เสียหายจากการเรียกเก็บจํานวน 742 คน สูญเงินเฉลี่ย 

165 บาท และนอยที่สุดคือเสียหายจากการบริจาคจํานวน 107 คน สูญเงินเฉลี่ย 66 บาท  

  Nindum et al. (2020) ไดทําวิจัยเก่ียวกับ วิธีการกลโกง ชองทางการสื่อสาร และประสบการณ

ในการถูกมิจฉาชีพออนไลนหลอกลวงของผูสูงอายุในจังหวัดเชียงราย โดยใชแบบสอบถามเปนเครื่องมือ                   

ในการศึกษากับกลุมผูสูงอายุตั้งแต 50 ป ขั้นไป ในพื้นที่จังหวัดเชียงราย จํานวน 400 คน ผลการวิจัย                  

พบวา วิธีการกลโกงที่มิจฉาชีพออนไลนใชหลอกลวงกลุมตัวอยาง มีดังนี้ 1) การฉอโกงโดยหลอกลวงใหรวม

ลงทุนในลักษณะลูกโซ รอยละ 30.5 2) ฉอโกงโดยหลอกลวงใหทํารายการที่ตูเอทีเอ็มเพื่อใหโอนเงินไปใหรอย

ละ 27.25 3) ฉอโกงโดยสงอีเมลมาทําความรูจักคุนเคยและหลอกลวงใหโอนเงินเขาบัญชีมิจฉาชีพ รอยละ 

11.75 4) การฉอโกงโดยปลอมตัวและปลอมที่อยูอีเมลมาหลอกลวงใหโอนเขาบัญชีมิจฉาชีพ รอยละ 8.25                

5) การฉอโกงโดยอางการรักษาพยาบาลมาหลอกลวงเงิน รอยละ 6.25 6) การฉอโกงโดยอางการเรี่ยไรเงินไป

ชวยเหลือทางราชการหรือผูดอยโอกาส รอยละ 7.00 7) การฉอโกงโดยใชศาสนาเปนเครื่องมือใน                         

การหลอกลวง รอยละ 3.75 8) การฉอโกงโดยอางอิงวาเปนเจาหนาที่ในกระบวนการยุติธรรมและหลอกลวง

เงิน รอยละ 5.25 โดยผูสูงอายุสวนใหญถูกหลอกลวงผานชองทาง เฟสบุก รอยละ 44 รองลงมาคือ 

แอพพลิเคชั่นไลน รอยละ 31.25 และนอยท่ีสุดคือ อินสตาแกรม รอยละ 5.25 เมื่อผูสูงอายุรูวาตนเองถูก

หลอกลวง ผูสูงอายุสวนใหญใชการโพสตหรือประกาศลงสื่อออนไลนเพื่อเปดเผยตัวมิจฉาชีพ รอยละ 46.75 

รองลงมาคือ แจงความกบพนักงานตํารวจ รอยละ 25.75 และนอยท่ีสุดคือ การตามเอาเงนิคนื รอยละ 6.50 

  Khumphaet (2020) ไดวิจัยเก่ียวกับการละเมิดสิทธิความเปนสวนตัวและสิทธิในชื่อเสียงโดย

การประจานในพ้ืนที่ซื้อขายสินคาออนไลน จากการสํารวจสภาพปญหาในพื้นท่ีเครือขายสังคมออนไลน พบวา

ผูประกอบธุรกิจสวนใหญที่นําขอความการสนทนาออนไลนและขอมูลของผูบริโภคมาเผยแพรเกิดจากการท่ี

ผูบริโภคขอยกเลิกคําสั่งซื้อหรือสั่งซื้อแลว และหายเงียบไปโดยไมโอนเงินใหแกผูประกอบธุรกิจ โดยโพสตของผู

ประกอบธุรกิจท่ีสามารถเขาถึงไดในขณะที่ทําการวิจัยสามารถแบงออกเปน 2 กรณีหลัก คือ กรณีแรก 

ผูบริโภคขอยกเลิกการสั่งซื้อกับผูประกอบธุรกิจ ก็จะถูกเผยแพรขอความการสนทนาออนไลนที่ผูบริโภคได

ยกเลิกคําสั่งซื้อ รวมถึงรูปบัญชีเครือขายสังคมออนไลนของผูบริโภคอีกดวย ยิ่งไปกวานั้นกรณีท่ีผูบริโภคเคย

ติดตอซื้อขายกับผูประกอบธุรกิจมากอน ผูประกอบธุรกิจก็จะนําขอมูลเกา ๆ ซึ่งอยูในเนื้อหาการสนทนาที่ผู

ประกอบธุรกิจบันทึกไวมาเผยแพรตอสังคม สวนกรณีที่สองเปนกรณีท่ีผูบริโภคไมไดบอกยกเลิกคําสั่งซื้อ แต

หายเงียบไปโดยไมไดโอนเงินใหผูประกอบธุรกิจ ซึ่งผูประกอบธุรกิจจะเผยแพรขอความสนทนาที่ไดบันทึกไว

เหมือนกับกรณีแรก ดังนั้น ผูประกอบธุรกิจตองมีมาตรการที่จะทําใหผูบริโภคมั่นใจในความเปนสวนตัวและ

ความปลอดภยัในขอมูลสวนบุคคลของตนเอง 
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  Dechsakul & Trimek (2020) ไดวิจัยเก่ียวกับการศึกษาสถานการณในปจจุบันของการฉอโกง

ซื้อขายสินคาทางอินเทอรเน็ต รูปแบบของการฉอโกงซื้อขายสินคาทางอินเทอรเน็ต ปญหาในกระบวนการ

ยุติธรรมในคดีการฉอโกงซื้อขายสินคาทางอินเทอรเน็ต และแนวคิดและขอเสนอแนะเกี่ยวกับการฉอโกงซื้อขาย

สินคาทางอินเทอรเน็ตจากการศึกษาวิจัย พบวาเหยื่อในการฉอโกงซื้อขายสินคาทางอินเทอรเน็ตในประเทศ

ไทยสวนใหญเปนเพศหญิง ซึ่งอยูในวัยทํางาน โดยสาเหตุเกิดจากความโลภของเหยื่อ ทําใหเกิดเหยื่อขาดความ

ระมัดระวังตัว นอกจากนี้ คนรายยังสามารถสรางความนาเชื่อถือโดยหลอกลวงเหยื่อไดอยางแนบเนียน ในดาน

ของปญหาในกระบวนการยุติธรรม ผลการวิจัยคอนขางชัดเจนวากระบวนการยุติธรรมมีความลาชา เนื่องจาก

เจาหนาที่ขาดความรูความชํานาญมีเจาหนาที่รองรับไมเพียงพอและความยากในการรวบรวมพยานหลักฐาน 

ดังนั้นแนวคิดและขอเสนอแนะของผูใหขอมูลสําคัญจากการศึกษาในครั้งนี้สวนใหญมีแนวคิดวาการใหความรู

แกเหยื่อและเจาหนาที่ผูปฏิบัติงานในกระบวนการยุติธรรมนั้นสามารถแกไขปญหาได 

 4) เว็บไซตที่มีการใหขอมูลเกี่ยวกับมิจฉาชีพออนไลน 

  เว็บไซตฉลาดโอนไดทําการรวบรวมขอมูลจากเว็บไซตมาใชประกอบการพิจารณาเพ่ือใชในการ

พัฒนาระบบใหมีประสิทธิภาพมากที่สุด โดยผูวิจัยทําการรวบรวมขอมูลจากเว็บไซตตาง ๆ ดังนี ้

  Scamwatch (2022) เปนเว็บไซตท่ีจัดตั้งขึ้นโดยดําเนินการคณะกรรมการของ (Australian 

Competition and Consumer Commission: ACCC) ซึ่งเว็บไซตนี้ใหขอมูลแกธุรกิจขนาดเล็กและผูบริโภค

เก่ียวกับวิธีการรับรูกลโกง หลีกเลี่ยง และรายงาน 

  Canadian Anti-Fraud Centre (2022) เปนเว็บไซตศูนยตอตานการทุจริตของแคนาดาเพื่อ

รวบรวมขอมูลเกี่ยวกับการฉอโกงและการโจรกรรมขอมูลประจําตัวของมิจฉาชีพออนไลน โดยเว็บนีจ้ะใหขอมูล

เก่ียวกับการหลอกลวงในอดีตและการหลอกลวงในปจจุบันที่มีผลกระทบกับผูบริโภค 

  Citizensadvice (2022) เปนเว็บไซตที่ ใหขอมูลทั่วไปใหแกพลเมืองสหราชอาณาจักร                      

โดยหมวดหมูสวนใหญจะเปนขอมูลเก่ียวกับการหลอกลวงมิจฉาชีพออนไลน เพ่ือเตือนการผูบริโภคใน              

สหราชอาณาจักร 

  Actionfraud (2022) เปนเว็บไซตรายงานระดับชาติของสหราชอาณาจักรในการเปนศูนยกลาง

การฉอโกงออนไลนและอาชญากรรมทางอินเทอรเน็ต ที่ผู เสียหายเกิดการฉอโกงทางออนไลนหรือมี

อาชญากรรมไซเบอร หลอกลวง เกิดขึ้นใหเขามารายงานหรือแจงขอมูลตาง ๆ 

  The National Cyber Security Centre (2022) เปนเว็บไซตที่สนับสนุนองคกรสําคัญใน         

สหราชอาณาจักร ทั้งภาครัฐ อุตสาหกรรม SMEs และทั่วไป โดยเว็บไซตนี้มีชองทางในการรายงานเหตุการณ

และใหการตอบสนองตอเหตุการณเพ่ือลดอันตรายแกประชาชนอยางมีประสิทธิภาพ 

  Scamalert (2022) เปนเว็บไซตนี้ดําเนินการโดยสภาปองกันอาชญากรรม (คสช.) ของรัฐบาล

สิงคโปร ซึ่งเปนองคกรไมแสวงหาผลกําไร มุงมั่นที่จะสงเสริมความปลอดภัยใหแกประชาชนและสรางความ

ตระหนักเกี่ยวกับอาชญากรรมและเผยแพรแนวทางชวยเหลือตนเองในการเกิดอาชญากรรม การปองกัน 
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รวมถึงผูเสียหายสามารถแบงปนเรื่องราวได อีกทั้งมีฟงกชันโทรสายดวนตอตานการหลอกลวงสําหรับการให

คําปรึกษาแกประชาชนอีกดวย 

  VerMe (2022) เว็บไซตนี้เปนเว็บไซตที่มีการพัฒนามาเปนแพลตฟอรมเพ่ือใชในการยืนยันตัวตน

ผูขายของออนไลนในเครือขายสังคมออนไลน เชน Facebook, Line, Instagram, Twitter และเว็บบอรดตาง 

ๆ เพ่ือใหผูซื้อมั่นใจวาชําระเงินกับคนที่มีตัวตนจริงๆ โดยผูขายจะมี บัตร VerME ในการยืนยันตัวตนของผูขาย

ไมใชมิจฉาชีพ ทางฝงผูซื้อสามารถนํา ID บนบัตร VerME ของผูขายไปตรวจสอบไดเพ่ือใหเกิดความมั่นใจใน

การซื้อขาย Blacklistseller (2022) เปนเว็บไซตที่รวมตานภัยฉอโกงออนไลนโดนผูเสียหายที่โดนมิจฉาชีพ

ออนไลนโกงเงินสามารถนําขอมูลเหลานั้นมาสรางเปนรายงานและฐานขอมูลเพ่ือชวยในการเตือนภัยสังคม

ปองกันไมใหมีผูเสียหายท่ีโดนหลอกเพ่ิมมากขึ้น  

  Checkkonkong (2022) เว็บไซตนี้เปนเว็บไซตเว็บสําหรับตรวจสอบมิจฉาชีพ หลอกใหโอนเงิน

สําหรับการซื้อของออนไลน ผูใชควรตรวจสอบกอนโอนเงิน ผูเสียหายสามารถบันทึกขอมูล เชน ชื่อ นามสกุล 

บัญชีที่โอน วันที่โอน หลักฐานการแจงความ หรือขอมูลการแชท ที่ชวยใหผูซื้อทําการเช็คคนโกงไดกอนการ

โอนเงิน หรืออาจใชวิธีคนหาขอมูลเบ้ืองตนจากกูเกิลหรือเฟซบุก และนําขอมูลเหลานั้นมาตรวจสอบจากเว็บ

ดังดลาว กอนทําธุรกรรมทางการเงนิ 

  Whoscheat (2022) เว็บไซตสําหรับตรวจสอบขอมูลมิจฉาชีพออนไลน โดยในระบบมีการทํา

การตรวจสอบเลขบัญชีธนาคารของมิจฉาชีพ เบอรโทรศัพทมือถือ เลขประจําตัวประชาชน และชื่อ-นามสกุล 

ของมิจฉาชีพ เพ่ือเปนการปองกันภัยจากมิจฉาชีพเชนกัน 

  Pantipmarket (2022) เว็บไซตนี้เปนเว็บไซตสําหรับซื้อขายของออนไลนซึ่งการซื้อขายสินคา

ตาง ๆ หลากหลายรูปแบบ เชน อสังหาริมทรัพย พระเครื่อง ยานพาหนะ คอมพิวเตอร และอ่ืน ๆ  มากมาย 

ซึ่งเว็บไซต pantipmarket จะมีการแสดงรายการเลขที่บัญชีที่หลอกลวง และรายการสินคาที่ถูกขโมย อีกดวย 

  จากการทบทวนวรรณกรรมรวมถึงการรวบรวมเว็บไซตตาง ๆ ท่ีมีการใหขอมูลเก่ียวกับมิจฉาชีพ

ออนไลน พบวาเว็บไซตตาง ๆ ที่มีอยูในประเทศไทย ณ ตอนนี้ไมมีความรวมมือกับตํารวจและกรมการปกครอง

แตอยางใด ทําใหไมมีการสานตอในการดําเนินคดี และจากการศึกษาทบทวนวรรณกรรม ทําใหไดขอมูลที่เปน

ประโยชนสําหรับพัฒนาระบบเว็บไซตของฉลาดโอน ที่ใชงานไดทั้งบนคอมพิวเตอรและมือถือ โดยตัวระบบของ

เว็บไซตฉลาดโอนสามารถตรวจสอบขอมูลของผูรับโอน โดยสามารถตรวจสอบไดทั้ง ชื่อบัญชีธนาคาร เลขที่

บัญชีธนาคาร/พรอมเพย/ทรูวอลเล็ต SMS หรือเบอรโทร และเช็คตัวตนผูขาย อีกทั้งยังชวยรวบรวมหลักฐาน

จากผูโดนโกงเพ่ือนําไปดําเนินคดีตอไปได 

 5) การประชุมกลุมยอย (Focus Group) 

  จากการรวบรวมขอมูลตาง ๆ นําไปสูการประชุมเสวนาวิชาการกลุมยอยเพื่อใหไดมาถึง                   

ความตองการมากที่สุดของระบบ เพ่ือทําการออกแบบ และพัฒนาระบบ ซึ่งการประชุมเสวนาวิชาการกลุม

ยอย มีหนวยงานรวมการประชุมครั้งนี้ประกอบไปดวย 1) กองบังคับการตํารวจนครบาล 8 2) กฎหมายและคดี 



Journal of Information Science, Volume, 41 Issue 3 (July – September 2023) 41 of 47 
 

 

สํานักงานตํารวจแหงชาติ 3) กองปองกันและปราบปรามการกระทําความผิดทางเทคโนโลยีสารสนเทศ 

กระทรวงดิจิทัลเพ่ือเศรษฐกิจและสังคม 4) สถาบันเพ่ือการยุติธรรมแหงประเทศไทย 5) บริษัทเบสท เอ็นเตอร

ไพรส จํากัด 6) บริษัทเอซิสโปรเฟสชั่นนัล เซ็นเตอร จํากัด 7) สํานักบริหารและจัดการเลขหมายโทรคมนาคม 

กสทช. 8) สํานักอนุญาตประกอบกิจการโทรคมนาคม 2 กสทช. 9) บริษัท ดีแทค ไตรเน็ต จํากัด 10) สํานักงาน

ปองกันและปรามการฟอกเงิน 11) สํานักงานคณะกรรมการการรักษาความมั่นคงปลอดภัยไซเบอรแหงชาติ 

และ 12) บริษัท แอดวานซ อินโฟร เซอรวิส จํากัด (ประชุมทางไกล) 

 ขั้นตอนที่  2 เปนข้ันตอนการออกแบบ โดยนําขอมูลในข้ันตอนที่ 1 มาวิเคราะหความตองการ 

(Requirement Analysis) จนไดผลลัพธออกมาเปนการออกแบบระบบเว็บไซตฉลาดโอนและสรางระบบ

ฐานขอมูลมิจฉาชีพออนไลน ซึ่งประกอบไปดวย 4 ระบบหลัก ไดแก 1) ระบบการลงทะเบียนยืนยันตัวตน    

เพ่ือระบุตัวตนของผูใชงานระบบเว็บไซตฉลาดโอน โดยยืนยันตัวตนผานเลขหมายโทรศัพท บัตรประจําตัว

ประชาชน อัตลักษณบุคคล และบัญชีธนาคาร เพ่ือใหเปนไปตาม ขอเสนอแนะมาตรฐานดานเทคโนโลยี

สารสนเทศและการสื่อสารที่จําเปนตอธุรกรรมทางอิเล็กทรอนิกส วาดวยการพิสูจนและยืนยันตัวตนทางดิจิทัล 

สํานักงานพัฒนาธุรกรรมทางอิเล็กทรอนิกส กระทรวงดิจิทัลเพ่ือเศรษฐกิจและสังคม 2) ระบบคนหาขอมูล

ผูกระทําความผิด เปนระบบสําหรับตรวจสอบความนาเชื่อถือของบุคคลที่ตองการทําธุรกรรมดวย ผูที่ตองการ

โอนเงินเพ่ือทําธุรกรรมทางออนไลน 3) ระบบแจงความดําเนินคดีมิจฉาชีพออนไลนที่ไมสามารถระบุตัวตนได 

เปนระบบสําหรับใหผูเสียหายแจงเรื่องรองเรียนที่เกิดจากมิจฉาชีพออนไลน โดยสามารถบันทึกขอมูลหลักฐาน

ทางอิเล็กทรอนิกสตาง ๆ เพ่ือประกอบสํานวนการดําเนินคดี เพื่อใหเจาหนาที่ทีเ่กี่ยวของสามารถเขามา

ตรวจสอบพยานหลักฐานของผูแจงความในเบื้องตนกอนตัดสินใจรับแจงความ และสามารถตรวจสอบประวัติผู

ถูกกลาวหาเพื่อพิจารณาแนวทางในการดําเนินคดีตอไป และ 4) ระบบแสดงผลรายงานฯ เปนระบบแสดง

รายงานเกี่ยวกับจํานวนผูใชงาน ผูลงทะเบียนและยืนยันตัวตน รวมถึงสถิติของการแจงความที่ถูกแจงเขามา

ผานระบบ ดังภาพที่ 2 

 
ภาพที่ 2 สรุปการวิเคราะหความตองการของระบบ 
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 ขั้นตอนที่ 3 เปนข้ันตอนการดําเนินการ ซึ่งเปนขั้นตอนในการเขียนโปรแกรม ตามการออกแบบและ

วิเคราะหความตองการที่ไดจากการศึกษาในระยะที่ 2 โดยภาษาที่ใชในการพัฒนาระบบในสวนของเว็บไซต คือ 

ภาษาพีเอชพี (PHP) ซึ่งเปนภาษาคอมพิวเตอร Server-Side Script ใชในการจัดทําเว็บไซตและประมวลผล

ออกมาในรูปแบบเอสทีเอมเอล (HTML) เพ่ือใชในการแสดงผลใหกับผูใชงาน สวนภาษาสําหรับการเชื่อมตอกับ

ระบบขององคกรภายนอกตาง ๆ ใชภาษาไพทอน (Python) ซึ่งเปนภาษาที่เหมาะกับงานดานการดูแลระบบ 

(System administration) และในสวนของฐานขอมูลนั้นไดถูกออกแบบและพัฒนาในรูปแบบของระบบ

จัดการฐานขอมูลเชิงสัมพันธ โดยใชภาษาเอสคิวเอล (SQL) อยางไรก็ตามในการพัฒนาคณะผูวิจัยใช MySQL 

ซึ่งเปนซอฟตแวรโอเพนซอรสเปนเครื่องมือในการพัฒนาระบบฐานขอมูล  

 ขั้นตอนท่ี 4 เปนขั้นตอนทดสอบการทํางานของระบบ เมื่อเขียนโปรแกรมเรียบรอย จึงทําการทดสอบ

โปรแกรมท่ีพัฒนาข้ึนเพ่ือหาขอผิดพลาดของโปรแกรมที่พัฒนาขึ้น ซึ่งขั้นตอนนี้ ผูวิจัยไดทดสอบโปรแกรมกับ

กลุมตัวอยาง 30 คน เพื่อหาจุดบกพรอง เพ่ือนํามาปรับปรุงระบบเว็บไซตฉลาดโอนและฐานขอมูลมิจฉาชีพ

ออนไลน 

 ขั้นตอนที่ 5 ขั้นตอนการนําระบบเว็บไซตฉลาดโอนและสรางระบบฐานขอมูลมิจฉาชีพออนไลนไป

เผยแพรใชงานจริงดังภาพที่ 4 

 ขั้นตอนท่ี 6 ระบบเว็บไซตฉลาดโอนและฐานขอมูลมิจฉาชีพออนไลนเริ่มใชงานจริงหากพบขอผิดพลาด 

(Error) หรือพบความตองการใหม เพ่ือนําไปสูการแกไขขอผิดพลาดและพัฒนาซอฟตแวรตามความตองการ

ใหมในอนาคต 

 ระยะที่ 2 การประเมินความพึงพอใจตอระบบเว็บไซตฉลาดโอนและระบบฐานขอมูลมิจฉาชีพออนไลน

โดยใชแบบประเมินความพึงพอใจในระบบออนไลนผาน Google Form เพื่อสอบถามขอมูลจากผูใชจริง

จํานวน 72 คน โดยแบบประเมินดังกลาวไดผานการตรวจสอบความตรงเชิงเนื้อหาจากผูเชี่ยวชาญทางดาน

เทคโนโลยีสารสนเทศท่ีมีความเชี่ยวชาญไมนอยกวา 5 ป จํานวน 5 คน โดยการหาคาดัชนีความสอดคลองของ

ขอคําถามกับวัตถุประสงค (IOC) 
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ภาพที่ 3 ขอบเขตการดําเนินการพัฒนาโปรแกรม 

 

 
ภาพที่ 4 เว็บไซตหนาแรกของระบบในการใชงานจริง 
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4. ผลการศึกษา 

 ผลการศึกษาทั้ง 2 ระยะมีผลการศึกษาดังนี ้

 ผลการศึกษาระยะที่ 1 การพัฒนาระบบเว็บไซตฉลาดโอนและระบบฐานขอมูลมิจฉาชีพออนไลน                 

เปนเครื่องมือชวยลดปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลน สามารถพัฒนาและใชงานไดจริง

โดยเขาใชผาน URL: https://www.ฉลาดโอน.com ซึ่งในระบบมีฟงกชันการใชงานที่สามารถใชงานไดจริง

และครบถวน ตัวอยางเชน ฟงกชันตรวจสอบขอมูลของผูรับโอน กอนเชื่อ กอนโอน ฟงกชันแจงคนโกง ฟงกชัน

ชวยรวบรวมหลักฐาน ฟงกชันตรวจสอบตัวตนผูขาย และฟงกชันอื่น ๆ  เปนตน ทําใหสามารถนําไปชวยใหเกิด

การจับคุมมิจฉาชีพออนไลนได ดังภาพที่ 5  

 
ภาพที่ 5 เว็บไซตฉลาดโอนนําไปสูการจับฐานขอมูลมิจฉาชีพออนไลน 

  

 ผลการศึกษาระยะท่ี 2 การประเมินความพึงพอใจตอระบบเว็บไซตฉลาดโอนและระบบฐานขอมูล

มิจฉาชีพออนไลนตอการใชเปนเครื่องมือชวยลดปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลน จาก

ผูใชงานจริง 72 คน พบวา ดานความสามารถประสิทธิภาพของระบบ มีความพึงพอใจมาก (𝑥̅ = 4.06,                  

S.D. = 0.88) ดานการออกแบบระบบ มีความพึงพอใจมาก (𝑥̅ = 4.07, S.D. = 0.81) ดานความตองการแก

ผูใชงาน มีความพึงพอใจมากที่สุด (𝑥̅ = 4.50, S.D. = 0.83) และดานภาพรวมของระบบมีความพึงพอใจมาก 

(𝑥̅ = 4.14, S.D. = 1.01) ดังภาพที่ 6 

 



Journal of Information Science, Volume, 41 Issue 3 (July – September 2023) 45 of 47 
 

 

 
ภาพที่ 6 การสรุปผลการประเมินความพึงพอใจตอระบบ 

 

5. สรุปผลการศึกษาและอภิปรายผล 

 จากผลการวิจัยในครั้งนี้พบวาระบบเว็บไซตฉลาดโอนและระบบฐานขอมูลมิจฉาชีพออนไลน                       

เปนเครื่องมือชวยลดปญหาการหลอกลวง การฉอโกง จากมิจฉาชีพออนไลน สามารถใชงานไดจริงและมี

ประสิทธิภาพสูงมากกวาเว็บไซตอ่ืน ๆ  ที่มีมากอนหนานี้ อีกทั้งยังสอดคลองกับ Phanngam & Kopsiriphat 

(2021) ที่ไดสรางฐานขอมูลเชิงพ้ืนที่และขอมูลผลิตภัณฑชุมชนเพ่ือสงเสริมการทองเท่ียวอําเภอเฉลิมพระ

เกียรติ จังหวัดนครราชสีมา เพื่อใชเปนฐานขอมูลในการบริหารจัดการผลิตภัณฑชุมชนและการทองเที่ยว                   

อีกทั้งยังสอดคลอง Phongnumkul et al., (2020) ที่ไดพัฒนาระบบบริหารจัดการสวัสดิการขององคการ

บริหารสวนตําบลเวียง อําเภอเวียงปาเปา จังหวัดเชียงราย จะเห็นไดวาท้ังสองงานวิจัยมีการพัฒนาระบบและ

สรางฐานขอมูลเพ่ือแกไขปญหา และนําไปสูการใชงาน เชนเดียวกันกับงานวิจัยนี้ เนื่องจากระบบเว็บไซตฉลาด

โอนมีการเก็บรวบรวมการดําเนินงานอยางเปนระบบ โดยมีการเก็บขอมูลจากหลายภาคสวนกอนที่จะนํามา

พัฒนาระบบ โดยใชรูปแบบการประชุมสัมมนากับทางหนวยงานตาง ๆ ทั้งภาครัฐและภาคเอกชน จากนั้นเม่ือ

พัฒนาระบบเว็บไซตฉลาดโอนและระบบฐานขอมูลมิจฉาชีพออนไลนเสร็จเรียบรอยแลว ระบบนี้สามารถใช

เปนเครื่องมือชวยลดปญหาการหลอกลวงและการฉอโกงจากมิจฉาชีพออนไลนได นอกจากนี้กองบังคับการ

ตํารวจนครบาล 8 ยังไดนําขอมูลจากระบบไปใชในการขยายผลและนําไปสูการจับกุมผูตองหาในคดีฉอโกง

ออนไลนได อีกทั้งผูใชงานระบบเห็นวาเกิดประโยชนอยางสูงสุดในการตรวจสอบขอมูลของผูรับโอน กอนเชื่อ 

กอนโอน การแจงคนโกง การชวยรวบรวมหลักฐาน และการเช็คตัวตนผูขาย ชวยลดปญหาการหลอกลวง การ

ฉอโกง จากมิจฉาชีพออนไลนไดและระบบฉลาดโอนยังสามารถจับคุมผูตองหาไดดวย 
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6. กิตติกรรมประกาศ 

 ขอขอบคุณกองทุนวิจัยและพัฒนากิจการกระจายเสียง กิจการโทรทัศนและกิจการโทรคมนาคม เพ่ือ

ประโยชนสาธารณะสําหรับเงินทุนสนับสนุน ขอบคุณมหาวิทยาลัยเทคโนโลยีราชมงคลพระนคร ขอบคุณ

มหาวิทยาลัยเทคโนโลยีราชมงคลรัตนโกสินทร ขอบคุณกองบังคับการตํารวจนครบาล 8 และขอขอบคุณ

ผูทรงคณุวุฒิในการเขารวมประชุมสัมมนาทุกทานเปนอยางสูง  
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